
DSS will soon be disabling TLS 1.0 &1.1 due to those being insecure and possessing multiple 
vulnerabilities. Some web browsers (e.g. Google Chrome, Edge Chromium, etc.) will no longer allow 
individuals to browse to websites using these deprecated security protocols. This change was made to 
ensure that DSS applications remain available to everyone and remain secure.  TLS is the method in 
which data is encrypted for security.  This may mean that if you use an internet browser older than 
Internet Explore 11 (IE 11), you may not be able to access SC CACFP or Online SVL.  This is being enacted 
across all DSS operated sites to ensure we are following Federal Data protection standards. 
 

 Please take immediate action to determine whether or not you will be affected by visiting the following 

link: 

https://scmapp.sc.gov/ 

 

If the page loads, you will not need to update your browser.  This is what it should look like, if you see 

the DSS logo you are good, the text is not important as that this is just an older landing page: 

 

 

 

https://scmapp.sc.gov/


If you do not see the above, you will need to use one of the following links to download and install a 

modern browser: 

 

Google Chrome: https://www.google.com/chrome/browser-tools/ 

MS Edge: https://www.microsoft.com/en-us/edge 

IE 11: https://support.microsoft.com/en-us/windows/download-internet-explorer-11-offline-installer-

99d492a1-3a62-077b-c476-cf028aff9a7f  

 

Note- Support for IE 11 is dwindling, its recommended to try Chrome first, then Edge, finally IE 11. 
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